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Be Cautious with Emails @
Avoid clicking links or downloading attachments from unknown
U or suspicious emails. Check the sender’s email address

carefully, look for small misspellings or unusual domains.

Look for Red Flags
@) Watch out for generic greetings, urgent requests, or

threats that ask for immediate action.

Utilize Best Cybersecurity Practices

P Before clicking on a link, hover over it to see the actual URL.
U Make sure it matches with a legitimate website. Enable two-
factor authentication to add an extra layer of security.

Educate Yourself
Keep software updated and learn how to create complex
@) passwords. You can also use a password manager to keep your
passwords secure in one place.

Report Suspicious Activity

If you receive a suspicious email, call, or message requesting
your login information, report it to the appropriate
authorities, such as the FTC.

RESOURCES
cyberhouserock.info
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https://www.cisa.gov/shields-up
https://www.usa.gov/scams-and-fraud
https://www.ftc.gov/
https://cyberhouserock.info/

