
Avoid Reusing Passwords
Reusing the same password across multiple sites increases

your risk if one of them gets hacked.
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Resources:
cisa.gov/secure-our-world/require-strong-passwords

cisa.gov/secure-our-world/use-strong-passwords

cyberhouserock.info

Create Strong and Unique Passwords
Each password should be unique and strong, mixing letters,

numbers, and special characters.

Use a Password Manager
 A password manager can help you store and organize

unique, complex passwords for all your accounts.

Build Strong Password Habits
Consistently using strong, unique passwords and a

password manager will set you up for safer online habits.

Don’t Let a Breach Ruin Your Day
Reusing passwords is like giving hackers the keys to your

accounts—avoid it to stay protected.
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