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And finally, be smart about Wi-Fi. Public networks are risky, like
sharing secrets in a crowded room. Use a VPN to keep your data
safe, or stick to trusted, secure connections whenever you can.

Use Antivirus & Anti-Malware Software
Protecting your computer is like giving it armor. Install trusted

antivirus and anti-malware software. Just keep it updated so it
stays sharp!

Be Cautious With Emails & Links
Phishing emails are sneaky — don’t fall for them. Never click links
or download attachments from sketchy messages. Double-check

the sender and hover over links to see where they really lead.
When in doubt, throw it out.

Enable Multi-Factor Authentication
Turn on Multi-Factor Authentication (MFA). It’s like adding a second
lock on your front door. Even if someone grabs your password, they

still need a code or fingerprint to break in.

Keep Your Software Updated

Use a Secure Network

 cisa.gov/shields-up
 usa.gov/scams-and-fraud
cisa.gov/secure-our-world

Protect your network from Phil!Protect your network from Phil!
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Update your software regularly. Those updates fix security holes
hackers love to exploit. Set updates to auto and let your system

handle it in the background.

https://www.cisa.gov/shields-up
https://www.usa.gov/scams-and-fraud
https://www.cisa.gov/secure-our-world
https://cyberhouserock.info/

